
Exhibitor Prospectus
Critical Infrastructure Protection and Resilience events bring 
together leading stakeholders from industry, operators, agencies and 
governments to debate and collaborate on securing the nations critical 
infrastructure. 

Gain access to leading decision makers from corporate and 
government establishments tasked with Critical Infrastructure 
Protection and Resilience.
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Collaborating and Cooperating for 
Greater Security

Flagship Media Partner:

Co-Hosted by:



The United States recognizes 16 critical infrastructure sectors, 
encompassing physical and virtual assets, systems, and networks, 
whose integrity is paramount to national security, economic 
stability, and public health. Any disruption or destruction of these 
sectors would have severe consequences.

The Trump administration’s approach to critical infrastructure 
protection signals a shift towards:

Decentralization and State/Local Empowerment:

A key aspect of the Trump administration’s policy is to place 
greater emphasis on state and local governments’ roles in 
preparedness and response. This involves streamlining federal 
involvement and empowering these entities to take the lead in 
addressing risks.   

This shift aims to tailor responses to local needs and potentially 
reduce federal bureaucracy.   

Risk-Informed Approach:

The administration is moving away from an “all-hazards” approach 
to a “risk-informed” approach. This means prioritizing efforts and 
resources towards specific, high-priority risks, such as state-
sponsored cyberattacks.   

The creation of a National Risk Register is intended to guide 
smarter spending and planning by identifying and measuring key 
risks.   

Focus on Resilience:

There is a strong emphasis on building resilience, meaning the 
ability of infrastructure to withstand and recover from disruptions.   

The administration seeks to enhance the nation’s capacity to 
withstand threats through strategic investments and improved 
preparedness.

Review of Existing Policies:

The administration is undertaking a review of existing critical 
infrastructure policies to modernize and simplify federal 
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approaches. This includes assessing the effectiveness of current 
regulations and identifying areas for improvement.   

Potential impact on FEMA:

There is a possibility that the federal emergency management 
agencies role could be reduced, with more responsibility being 
given to state and local governments.

The overarching goal is to ensure that the Nation’s critical 
infrastructure, which provides essential services, is secure, 
resilient, and capable of withstanding various hazards. This 
requires a coordinated national preparedness effort spanning 
prevention, protection, mitigation, response, and recovery.

Enhanced collaboration between U.S. intelligence agencies and 
critical infrastructure entities is also a priority, with NSM-22 
recommending that owners and operators have input into sector 
intelligence needs.

Although NSM-22 directs federal agencies to establish ‘minimum 
requirements and effective accountability mechanisms’ for 
critical infrastructure security and resilience, utilizing regulatory 
frameworks and existing voluntary consensus standards. These 
mechanisms were expected to evolve with the changing risk 
landscape, but with the new administration certainty in its direction 
is keenly anticipated.

The Critical Infrastructure Protection and Resilience North America 
conference facilitates brings together industry stakeholders, 
operators, agencies, and governments to strengthen North 
American critical infrastructure security, discussing the important 
issues and challenges facing the industry.

Join us in Baton Rouge on 10th-13th March 2026 and keep 
up to date with the latest regulations and challenges, and your 
opportunity to meet, engage and network with industry experts and 
specifiers for security solutions.
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Over 300 Delegates
Over 300 delegates attended the conference 
and expo in 2025 (despite the impact of DOGE). 

60/40
58% of delegates have Physycial Security as 
their primary area of interest, whilst 42% of 

delegate were focused on cyber security.

$3.5 million
average amount of the budget size that the 

attendees are responsible for.

85.7% 
of attendees are involved in their organizations 

purchasing process for CIP products

To find new solution providers
biggest reason people attended the event

The best conference
for discussing challenges facing the industry 

and sharing of ideas and solutions

Job Function

Statistics

Key Partners 
Key partner organizations, such as CISA, TSA, FBI, 

TIA, ONE-ISAC and TIEMS participated in 2025

Serious About Security
Delegates attended to learn and discover how 
to secure their assets from emerging threats

Uniquely Positioned 
CIPRNA is the only event with the agenda for 

Critical Infrastructure Protection and Resilience

Purchasing Authority

Organization Type
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For further information and details on how to register 
visit www.ciprna-expo.com

For conference or registration queries please contact:

Ben Lane
Event Manager
T: +44 (0) 7956 899806
F: +44 (0) 872 111 3210
E: benl@torchmarketing.co.uk

Who is CIPRNA for?
Critical Infrastructure Protection and Resilience 
Americas is for government agencies, critical 
infrastructure owner/operators, state and local security/
intelligence/law enforcement and industry, including:

• National government agencies responsible for 
national security and emergency/contingency planning

 (CISA, FEMA, DHS, etc)
• Police and Security Agencies
• Emergency Services, Emergency Managers and 

Operators
• Local Government
• Facilities Managers – Nuclear, Power, Oil and Gas, 

Chemicals, Telecommunications, Banking and 
Financial, ISP’s, water supply

• IT, Cyber Security and Information Managers
• Port Security Managers
• Airport Security Managers
• Transport Security Managers
• Engineers, Architects, Constructors and Landscape 

Designers 
• Public Administrators and Managers 
• Public Health, Safety, and Healthcare Professionals 
• Academic and Research Professionals
• Utility Providers (Energy, Communications, Water) 
• Policy, Legal and Law Enforcement 
• Urban Planners and County Commissioners 
• Transportation Managers and Planners 
• Facility, Data and IT Managers 
• Supply Chain Logistic Managers and Operators
• Event Security Managers
• Architects / Civil Engineers
• NATO / Military / Border Officials

Who should Exhibit
Critical Infrastructure Protection and Resilience 
North America provide great business development 
opportunities, as well as connections to a key target 
audience, for:

• Security equipment manufacturers and suppliers
• IT security consultants
• Infrastructure protection consultants
• Architects
• Builders
• Civil Engineers
• Security Service providers

Benefits of Exhibiting

• Build and enhance your company profile and image 
to key industry professionals

• Connect with customers and develop new business 
relationships

• Showcase your products and services to key 
decision makers and buyers

• Communicate your company’s news and messages 
direct to your potential customers

• Learn about the latest challenges and threats 
facing the critial infrastructure sector

• Connect with more customersin less time in the 
best face-to-face environment

Critical Information Infrastructure Protection / Cyber Security
With the ever increasing threat from cyber attacks on critical infrastructure, the information 
and data stored and used by CNI systems and operators can be more crucial than the system 
itself. CIIP is becoming ever more important as part of the cyber security strategy of an 
organisation or CNI operator.

The Critical Infrastructure Protection & Resilience North America conference will give you the opportunity to 
demonstrate and showcase your leading technologies, products and services available to the industry.

As an exhibitor you can meet leading decision makers from corporate and government establishments tasked with 
Critical Infrastructure Protection and Resilience and safer cities.
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How to Exhibit

Gain access to a key and influential audience 
with your participation in the limited exhibiting 
and sponsorship opportunities available at the 
conference exhibition.

To discuss exhibiting and sponsorship 
opportunities and your involvement with Critical 
Infrastructure Protection & Resilience North 
America please contact:

Why participate and be involved?

Critical Infrastructure Protection and Resilience North 
America provides a unique opportunity to meet, 
discuss and communicate with some of the most 
influential critical infrastructure protection, safer 
cities and security policy makers and practitioners.

Your participation will gain access to this key target 
audience:

• raise your company brand, profile and awareness
• showcase your products and technologies
• explore business opportunities in this dynamic 

market
• provide a platform to communicate key messages
• gain face-to-face meeting opportunities

Critical Infrastructure Protection and Resilience North 
America gives you a great opportunity to meet key 
decision makers and influencers.

www.ciprna-expo.com

Bruce Bassin
Americas
T: +1.702.600.4651
E: bruceb@torchmarketing.co.uk

Paul Gloc 
Rest of World
E: paulg@torchmarketing.co.uk
T: +44 (0) 7786 270 820

Sponsorship Opportunities

A limited number of opportunities exist to commercial 
organisations to be involved with the conference and 
the opportunity to meet and gain maximum exposure 
to a key and influential audience.

Some of the sponsorship package opportunities are 
highlighted here.

– Platinum Sponsor - $19,500 (exclusive)
– Gold Sponsor - $15,500 (2 available)
– SIlver Sponsor - $10,950 (3 available)
– Bronze Sponsor - $8,950 (4 available)
– Conference Proceedings Sponsor – $6,950
– Lanyard Sponsor – $4,950
– Networking Reception Sponsor – $4,950
– Delegate Folder Sponsor – $4,950
– Site Visit & Coach Sponsorship – $4,950
– Coffee Break Sponsor – $4,950 
– Badge Sponsor – $4,950

Packages can be designed and tailored to meet your 
budget requirements and objectives.

Please enquire for further details.

Exhibiting Investment
The cost of exhibiting at the Critical Infrastructure 
Protection & Resilience North America conference is:

Table Top Exhibit 5’x7’ - $3,495 
Table Top Exhibit 10’x10’ - $5,495
Raw space with 1 x table and 2 x chairs, pipe and 
drape, electrical socket, wi-fi, 1 Exhibitor Delegate 
pass (2 for 10x10) with full conference access, lunch 
and coffee breaks included, listing in the official event 
guide and website.

Exhibitors also benefit from a 50% discount on 
additional Conference Delegate passes.

ASK ABOUT OUR BOOKING BUNDLES FOR EXTRA 
EXPOSURE

ALL PRICES SUBJECT TO 10.5% LA/BATON ROUGE 
SALES TAX
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Platinum Gold Silver Bronze
(Exclusive) (2 Available) (3 Available) (4 Available)

$19,500 + tax $15,500 + tax $10,950 + tax $8,950 + tax

Pre-Event Benefits
Company logo will be included on promotional materials, including 
adverts, brochures, website and electronic materials X X X selected  

materials
Company logo to appear on the front cover of the Pre-Event brochure X X
Company logo to appear on Sponsor page in Pre-Event brochure X X X X
Company logo on event website with hyperlink to Company’s website X X X X
One free e-blast to our 80,000 list to publicise participation at event X X
One free banner ad in event e-newsletter X X X X

Live Event Benefits
Table Top display Booth in exhibition area, incl electrical and wi-fi. 10x10’ 10x10’ 5x7’ 5X7’
Full-Access Conference Delegate Pass for Duration of Event 5 4 3 2
Recognition and thanks, plus company logo displayed during the 
keynote session. X X X X

Company promotional literature inserted into all delegate packs. X X X
Company logo to appear on the Front Cover in the Event Pro-
gramme. X X

Company logo to appear on Sponsor page in Event Programme. X X X X

Full colour advertisement in Event Programme. Full Page  
(Premium Position) Full Page Half Page Half Page

On-site signage carrying sponsor’s logo, throughout the exhibition 
and conference areas X X X X

Sponsors Thank You sign on-site carrying sponsor’s logo. X X X X
Company logo on event website home page, highlighted with hyper-
link to Company’s website. X X X X

Company profile on event website sponsors page with hyperlink to 
Company’s website. 50 Words 40 Words 30 Words 30 Words

Company profile in Event Programme listings
100 Words + 

logo (Premium 
listing)

100 Words + 
logo (Premium 

listing)
30 Words 30 Words

Lead Retrieval System access during the event X X X X
Participation in opening day plenary session (subject to availability 
and matter TBD in collaboration with Conference Director) X

Panelist/Speaking Role (presentation subject to availability and ap-
proval by Conference Director and must not be commercially oriented) X X X

Post-Event
Access to website with all conference papers uploaded, for del-
egates to access after CIPRNA 2025. X X X X

Post- Show 1 White Paper/Case Study Distribution to Attendee List, 
and CIPRNA lists X X X

One free e-blast to our 80,000 list to post-event X

Advertisement in CIPR News DPS Spread Full Page Half Page Half Page

Executive interview for feature in CIPR News X X

Premium Sponsorship Opportunities



Previous Participating Organizations Include:
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Baton Rouge, Louisiana

Baton Rouge, Louisiana, presents a compelling location for 
the 2026 Critical Infrastructure Protection & Resilience North 
America conference due to its strategic positioning and unique 
vulnerabilities. Its proximity to the Gulf of Mexico, a hub of 
petrochemical and energy industries, makes it a focal point 
for infrastructure security discussions. The region’s extensive 
network of pipelines, refineries, and ports are vital to the national 
economy, demanding robust protection strategies. 
 
Furthermore, Louisiana’s experience with natural disasters, 
particularly hurricanes and flooding, provides a real-world 
laboratory for examining infrastructure resilience. These events 
underscore the need for adaptive and robust protection measures. 
Lessons learned from past disasters can directly inform best 
practices in safeguarding critical assets. 
 

As the State Capital, Baton Rouge also houses Louisiana State 
University, a prominent research institution with expertise in 
engineering, cybersecurity, and disaster management. This 
academic presence offers valuable resources and potential 
collaborations for conference attendees. The university’s research 
and development initiatives can contribute to cutting-edge 
solutions for infrastructure protection. 
 
The city’s accessibility, with a well-connected airport and ample 
conference facilities, further enhances its appeal. Additionally, the 
local government and industry stakeholders are deeply invested 
in infrastructure security, fostering a collaborative environment for 
knowledge sharing and networking. By convening in Baton Rouge, 
attendees can gain firsthand insights into the challenges and 
solutions related to protecting vital infrastructure in a vulnerable 
and strategically significant region.
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Benefits of Membership include:

• Developing access to training programmes, courses and 
qualifications

• Enabling and ensuring the Continual Professional Development of 
industry professionals

• Participate in setting direction of IACIPP
• Access to Members Intranet Site
• Access to communal LinkedIn group
• Vote for IACIPP and officers (only members are allowed to become 

part of the Executive Committee and serve as Officers of the 
Association)

• Discounted delegates fees for CIPRE, CIPRA and CIPRNA
• Voting for annual industry and operator awards
• Access to internet roundtable discussions
• Developing working groups – with specific purpose and agenda’s
 • Transport
 • Energy
 • Telecomms
 • Cyber/CIIP/IT Infrastructure
 • Water 

The IACIPP is a global fraternal association of CIP professionals, dedicated 
to sharing ideas, information, experiences, technology and best practice, 
with the express purpose of making the world a safer place.

The association is open to critical infrastructure operators and 
government agencies, including site managers, security officers, 
government agency officials and policy makers. The purpose is to share 
ideas, information, experiences, technology and best practise.

The Association, although very young in its journey, is clear in what it is 
seeking to achieve. The creation of a network of like minded people who 
have the knowledge, experience, skill and determination to get involved 
in the development and sharing of good practice and innovation in order 
to continue to contribute to the reduction of vulnerabilities and seek to 
increase the resilience of Critical Infrastructure and Information.

International Association of 
CIP Professionals (IACIPP)

www.cip-association.org

For further details visit www.cip-association.org 
or email info@cip-association.org.



The IACIPP initial overall objectives are:

• To develop a wider understanding of the challenges facing 
both industry and governments

• To facilitate the exchange of appropriate infrastructure & 
information related information and to maximise networking 
opportunities

• To promote good practice and innovation
• To facilitate access to experts within the fields of both 

Infrastructure and Information protection and resilience
• To create a centre of excellence, promoting close co-

operation with key international partners
• To extend our reach globally to develop wider membership 

that reflects the needs of all member countries and 
organisations

The Association also aims to:

• Provide proactive thought leadership in the domain of 
critical infrastructure security and resilience.

• Help set the agenda for discussions in infrastructure 
security and resilience

• Promote and encourage the sharing of information, 
knowledge and experience that will enhance security.

• To filter, collect, collate and co-ordinate information and 
data sharing.

• Identify and promote new technologies that can enhance 
security and resilience.

• Share information with members about the changing threat 
landscape

• Share information, ideas and knowledge to promote best 
practice

• Educate operators and provide industry standards
• Act as a Liaison between operators, government, 

intergovernmental bodies
• Make available surveys and research
• Provide the mechanism for liaison between operators and 

industry

Flagship Media Partner:

Critical Infrastructure Protection & Resilience News 
(CIPR News) is a quarterly digital newsletter distributed to 
over 85,000 subscribers globally. 
CIPR News focusses on core security issues and news 
covering critical infrastructure and its sub-sectors.

CIPR News is the 
official magazine of the 
International Association 
of Critical Infrastructure 
Protection Professionals 
(IACIPP).

ShaRe youR NewS

Through our dedicated 
media channel of CIPR 
ENews, we invite our 
industry partners to share 
news about products, product 
developments and contracts with us and our stakeholders 
24/7 365 days a year.

editorial Contact
Neil Walker
Director - IACIPP
E: neilw@cip-association.org

How to Join:

IACIPP has been developed for representatives from 
government, agencies and operators tasked with security, 
protection and resilience of CNI.
If you are interested in membership please contact us at  
info@cip-association.org or visit www.cip-association.org



Critical Infrastructure Protection & Resilience events are owned and organised by Torch Marketing. 
Queries relating directly to the event should be directed to Torch Marketing, info@torchmarketing.co.uk.

Further Information
If you are interested in exhibiting and sponsorship opportunities at the Critical Infrastructure Protection & Resilience North America or Europe 
please contact or complete the form and return to:

Name:

Job Title:

Organisation:

Address:

Town/City:

County/State:

Postcode/ZIP:                        Country:

Tel:

Fax:

Email:

Please tick if you do not wish to be contacted by:
Tel:     Fax:          Email:     Mail:

Data Protection: Personal Data is gathered in accordance with the Data Protection Act 1998.

Bruce Bassin
Americas
T: +1.702.600.4651
E: bruceb@torchmarketing.co.uk
 

Paul Gloc 
Rest of World
E: paulg@torchmarketing.co.uk
T: +44 (0) 7786 270 820
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